Xerox Security Bulletin XRX21B

Xerox® Workplace Suite
Xerox® PrintSafe
Xerox® Mobile Print
Xerox® Print Management and Mobility Suite

Bulletin Date: February 9, 2021

Purpose
This Bulletin is intended ONLY for the specific security issue identified below which has been rated with a criticality level of IMPORTANT.

This update for Xerox Workplace Suite 5.6.102.70 includes a fix for the following vulnerability:

- Improved encryption for SNMPv3

Software Release Details
Please review this bulletin and consider installation of these versions.

Note: Action is required based on the product and versions listed below.

<table>
<thead>
<tr>
<th>Configuration</th>
<th>Xerox Workplace Suite 5.6.101.65 and below</th>
<th>Mobile Print 3.6.x and above</th>
<th>Xerox Print Management and Mobility Suite 4.0.x and above</th>
<th>Xerox PrintSafe all versions</th>
</tr>
</thead>
<tbody>
<tr>
<td>Windows</td>
<td>Available here</td>
<td>Available here</td>
<td>Available here</td>
<td>Available here</td>
</tr>
</tbody>
</table>
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