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1.0 Background
Insecure configuration of the REST API authentication provides access to the log settings.

XMPIe would like to acknowledge Wayne Butcher (Gexin) in reporting the issue.

2.0 Purpose
This document is to identify XMPIe products that may be impacted by the vulnerability.

For questions about specific products or services not listed, please contact Xerox Product Security Information Request: ProductSecurityInfoRequest@xerox.com. This document will be revised as new information is available.

3.0 Impacted Products and Remediation Steps
The vulnerability Impacts XMPL 3.2 and earlier versions. Upgrade XMPL 3.3 to remediate the vulnerability.